**Risk Register Updates & Mitigation Monitoring**

* Update the central **Enterprise Risk Register** with new emerging operational or cyber risks.
* Add new risks such as third-party API dependency, credential expiration, or RPA script breakage.
* Track effectiveness of mitigations like MFA adoption, role cleanup, or interface resiliency improvements.
* Schedule monthly risk review workshops with Security, Infrastructure, and Business Teams.